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Chapter 1: Introduction and Overview

Overview

In the Internet age, Orwell’s dictum is reversed: who controls the Future, controls the Present.  The actions and investments of today’s important players in e-commerce are guided to a large extent by the perception of future trends, rather than by the tried-and-true traditional practices of the past or even, arguably, the ephemeral market conditions of the present.  Thus, the intermediaries and solution providers that shape their customers’ vision of the Internet’s future are in control, and in a position to extract value.  The customer will make the decision to commit to Solution X only once he is convinced that, in the future, he will be using Solution X one way or another; the vendor of Solution X succeeds by convincing his customer that either the customer itself, or the customer’s competitor, will thrive using the solution.  The problem of present standard adoption is the problem of future standard perception.

Nowhere has this feature of today’s business landscape proven more important than in the market for payment facilitation systems.  The need for a micropayment solution – a system enabling vendors to collect small fees, typically under $1, from consumers via the Internet for small-unit content purchases – has been felt for the entire ten-year life of the Internet as a commercial medium.  The concept of micropayments became deeply entrenched in mainstream thought around 1996, spawning large quantities of developments of three varieties:

1. Business plans banking on universal acceptance and revolutionary changes in the way people use computers and lead their lives, but offering no fallback position or intermediate solution.  (e.g. digital cash to replace paper currency)

2. Impractically complex solutions from the technical academia, emphasizing to the exclusion of all other considerations features that are not noticed by the end user, and that do not have an impact on the cash flow of the vendor.  (e.g. computational complexity and packet size efficiency of cryptography schemes) 

3. Scenarios of doom from techno-visionaries, social scientists and the literati, predicting an end to free information, and the imposition of a police state of corporate mind control.  (e.g. Richard M. Stallman’s “Right  to Read”)

Unfortunately, the quantity of micropayment transactions processed did not grow in proportion to the volume of scenarios imagined.  A number of the startups and major company projects attempting to solve the problem have failed outright; others linger on in obscurity; one has secured for itself a place in the sun by a merger with another, more conventional, payment service business that existed prior to, but received an enormous boost from, the e-commerce revolution.

We shall examine the history of these failures, and the modern models that have emerged in their place.  We will attempt to classify the solutions, and draw out their common threads.  In this way, we hope to illustrate not only the common failures of defunct systems, but also the progression of the micropayment idea over time. 

Having understood the history of the attempts at a solution and introduced the first hints at our interpretation of the solution’s true nature, we will examine the potential uses of the solution.  Having gained the background necessary to see what shape the solution could take on, we will be better equipped to see how the uses to which the system will be put should affect its design.

We will argue that financial analysis of the market size is both impractical and impracticable, and that only an analysis of the individual potential applications will give us an idea of the potential market size.

We will conclude with our recommendations, which can (albeit grudgingly) be summarized into one word: “Simplicity.”

“But wait,” says the reader.  “Whatever happened to all that inverse-Orwell vision-perception-adoption stuff?  Gee, guess I better read on.”

The Problem

The term micropayment problem is used to describe the difficulty vendors experience in collecting small amounts of money for electronic purchases – especially purchases of information.  The problem has been vexing technical and commercial minds and disappointing stakeholders in promising business plans for the past ten years.  The number of attempts at a solution has grown in step with the expansion of the Internet itself, but no workable solution has thus far proven itself.

There are situations where small value electronic transactions are processed for non-information purchases, as with the smart cards used with much success in several countries to drive vending machines.  But these situations are the exception rather than the rule.

It is information, ranging from magazine articles to reference databases to multimedia archives, that is thought to possess the greatest potential for value extraction using micropayment technology.  Information purchases have no delivery cost and no marginal duplication cost; while information may be highly valuable to the consumer, the information owner could readily afford to lose a copy. 

For the payment to be a micropayment per se we require that the payment value be dominated by the viewer’s personal valuation of the attention spent on the information received.

Most of the frustration due to the lack of feasible micropayment solutions is thus experienced by the information vendors -- content providers .  The medium of choice for vendors of information is now invariably the Internet.  The micropayment problem was not as significant when content providers had their customers locked in to a proprietary system like AOL or Compuserve that could handle all billing.

Content providers currently have a choice between advertising and subscription pricing to extract value out of their content.

Advertising is still a very popular option, but it is facing a crisis.  Among the most affluent nations and demographics, the very populations most desirable to advertisers, Internet usage growth has been steadily leveling off toward full saturation.  Given the withering supply of new users, the competition among ad-based content providers to serve the desirable populations is quickly becoming a costly zero-sum struggle for market share.  Ad-sponsored websites are running desperate promotions, spending very heavily on a per customer basis, sometimes in excess of the customer acquisition’s future value to the site.  Click-through ratios, the primary measures of advertising effectiveness, continue to drop.

The choice could be put thus:

· Low value, high population – advertising

· High value, low population – subscription

Many content providers do not fit on these two extremes of the value-reach spectrum.  These providers would be targeted for micropayment usage.

Can’t you just use credit cards?

There are some significant obstacles to using credit cards for small payments.

The credit cards’ market share of consumer e-commerce transactions has been consistently estimated above 90%.  The first payment option that made its way onto the web remains the most common and most useful.

The anonymous nature of the Internet imposes extra transaction fraud costs on credit card vendors and processors.  Even though fraud rates for Internet commerce are significantly higher than elsewhere, higher security at the cost of convenience has not taken off.  Such initiatives as SET, the Secure Electronic Transaction standard endorsed by both the Visa and MasterCard holding companies, have come and gone.  

That credit cards should have become readily adopted by e-commerce is easy enough to see retrospectively.  The system had a wide user base before the Internet, and mail order paved the way for the sort of sight-unseen transactions e-commerce would require.  Many of the first e-commerce providers to accept credit cards on the web simply used the tools of phone-based mail order -- manual card number reentry and all.

Credit cards are great for transactions above $10.  But the transaction fees make it difficult to make small payments.  A typical credit card merchant bank account’s fee structure might look like this:

· Transaction Fee ($0.30)

· Discount Rate (4%)

· Chargeback ($2)

· Monthly Charges

· Batch Transaction Charges

In the opinion of many, these fees are enforced by tacit collusion.  Any downward shift in the price structure could spark a devastating price war.  This price structure, the main features of which are depicted below, recovers only a small portion of the value of content sold to the provider for small transaction.
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Thus we are faced with the search for an alternative.

Chapter 2: The Past: Attempts at a Solution

What’s this about generations, anyway?

We will go through practically all of the historical micropayment solutions, excluding purely academic solutions such as the W3C MPTP standard and the Carnegie Mellon NetBill system.

There were two significant spurts of activity related to micropayments: one in the mid 90’s, the other in 1998 and 1999.  We will loosely classify micropayment solutions with respect to these two generations.  The second generation, we hope to show, is far more coherent and homogeneous than the first.  The problem has been defined over the waiting period.  Competition no longer has the form “what to solve;” rather, the need is well defined, and a difficult search for the right combination of commerce and technology to address the need most efficiently is well under way.

First Generation Solutions: Let’s change the world!

The first generation of online payments was introduced to the Internet in the middle of last decade.  Most notable of these first generation companies were First Virtual Holdings, DigiCash, and CyberCash.  At this point, in late 2000, all three of these companies, as the case with most first generation micropayment schemes, were either struggling or already were out of business.  First Virtual Holdings closed down their Internet Payment System in August of 1998, and got out of the micropayments business in July of 1999.  The company cited low volume of transactions and lack of interest from vendors as the main reason for the shutdown.  Five months after First Virtual Holdings closed shop, DigiCash filed for Chapter 11 bankruptcy protection.  In February of 1999, CyberCash dropped its pioneering effort in CyberCoin to focus on other alternatives in the online payment market.
First Virtual Holdings: The Monks of Email
First Virtual Holdings Inc. was founded in October of 1994.  Its main goal was to provide the general online community with an encryption-free alternative for online transactions.  The strength of the innovative technology resided in the simplicity of use, primarily because it did not require installation of software on neither the consumer’s nor the seller’s side.  Instead, First Virtual Holdings utilized the popularity and availability of e-mail, claiming in their marketing campaigns that everyone who has access to e-mail could buy and sell online.

The major reason that First Virtual decided to implement an encryption-free system was because of their belief that certain information should never be transmitted over the Internet’s open network, no matter how strong the encryption scheme is.  In fact, in March of 1996, First Virtual developed a keyboard sniffer to use as a marketing tool against their competitors’ encrypted systems, attempting to display the inherent weaknesses of the encrypted models compared to their encryption-free model.  Instead of encryption, First Virtual used a Personal Identification Number (PIN) scheme, employing the existing Internet MIME (Multipurpose Internet Mail Extensions) protocol.  The safeguard and confirmation of sales was done with the use of e-mail messages that embodied the customer’s and the seller’s PINs.  The scheme for online sales was quite simple.  The buyer provided the seller with their PIN, usually over an online form.  The seller contacted First Virtual with its own PIN, the buyer’s PIN, amount of sale, and the item description.  An automatically generated e-mail was sent to the buyer confirming the order.  If the buyer confirmed, First National processed the order, charging the buyer’s credit card.  After the ninety-one day confirmation period, the seller (barring any problems) was credited with the amount of purchase, minus any transaction costs.

By March of 1996, First Virtual Holdings signed on more then 105,000 customers, and approximately 1,300 vendors.  It was also signing on approximately 5,000 new customers per weeks, and the outlook was favorable.  However, the lack of connection between signed customers and vendors led to a low volume of transactions, and soon many vendors were dissatisfied with the ninety-one day waiting period before they could receive tangible income from their sales.  However, the main problem that caused the dwindling of First Virtual Holdings was the company’s targeting of a wrong market.  The confirmation by e-mail of every transaction did not allow for spontaneous execution of orders, and therefore targeted sale of goods rather than sale of information.  Because of this, First Virtual Holdings never attained the critical mass that it needed to become one of the early micropayment standards.

CyberCash: Winners Sometimes Quit
CyberCash Inc. was founded in 1994, with a goal of providing the means for Secure Financial Transactions over the Internet with the help of company’s Secure Internet Payment Service.  The CyberCash model was drastically different from the one offered by First Virtual Holdings.  The CyberCash model, described below, in particular its CyberCoin system, was tailored specifically for content providers that wanted to charge customers for viewing online material.  Unlike First Virtual Holdings, CyberCash provided an instantaneous payment option, secured with the help of DES and RSA encryption schemes, and available to any customer with an American credit card.  

CyberCash rolled out CyberCoin in 1994, utilizing a three-tier model previously not implemented by any other online payment solutions provider.  Three software components were involved in CyberCoin transactions.  One component, the CyberCash Wallet, was installed on the user's PC.  Another component was on the merchant's server, and the third component was within the CyberCash servers.  The system was designed to support payments in the amount of $0.25 to $10.00. Consumers electronically transferred funds from an existing credit card or bank checking account into an ultra-thin desktop wallet, supplied free of charge by CyberCash. Like CyberCash credit card transactions, the consumer was not charged for any services. Instead, the merchant paid a small percentage fee, based on the size and type of the purchase. Unlike First Virtual’s model, CyberCash's pricing model for CyberCoin made it cost-effective for merchants to offer low cost information and services over the Internet on a per-transaction basis.  Because of this technological incentive, by 1997 CyberCash had signed on a number of major providers on the Internet looking to streamline their transaction process.  Some of these customers included MP3 Group, OpenCAD International, and Computing Japan Magazine, as well as one hundred and ten CyberCash Wallet merchants, such as Oracle.  CyberCash also had a growing list of compatible wallet-ready financial institutions, such as NDC, NOVA, Paymentech, Bank of America, FBBH, Humboldt, Wells Fargo, and Payment Processing Inc.  

From an economics perspective, CyberCash anticipated growth in revenue from the increasing volume of transactions between consumers and a growing number of Internet retailers that utilized the CyberCoin system.  This however, heavily depended on the consumer’s willingness to buy online content.  For example, where MP3 Group embodied an immense financial potential, the possibility of success resided solely on whether the consumers were willing to pay for the content that was available for free.  With the shutdown of mp3.com, it became clear to CyberCash that micropayments critical mass resided in vendors of information rather than goods, specifically smaller vendors that did not want to install CyberCash software, such as a transaction server, to start accepting orders.  Because CyberCash failed to gain critical mass with its CyberCoin system, it dropped the development and marketing of CyberCoin in 1999, to concentrate on micropayment solutions tailored towards a more general field of online content providers.

DigiCash: Utopian Pioneers
Started in Netherlands in April of 1990 and perhaps the most well known payment transaction company in the early days of the internet, DigiCash was a proponent of digital money, or what it called eCash. The eCash software stored money in a digital format, cryptically signed by a bank, on the user's local computer, in a similar manner to CyberCash’s Wallet. The user could then spend the digital money at any shop accepting eCash, without the inconvenience of having to open an account with the vendor first.  This scheme also absolved the consumer from having to transmit credit card numbers. The vendor of the information the consumer wanted to buy just has to accept the money, and deposit the digital cash at the bank. The security of the process on both sides was ensured by public key digital signature schemes.  

The overall process envisioned by DigiCash involves a bank that issued and guaranteed eCash in exchange for real money, users who had and spent eCash online, vendors of paid content who accepted eCash payments, and a clearing bank which cleared and converted eCash payments received by vendors into real currency.  In October of 1995, shortly after DigiCash started promoting eCash, all users and vendors were required to have an account with DigiCash's own bank, the "First Digital Bank" at bank.digicash.com. They could withdraw money from the bank, and convert it to eCash. Any eCash user could at any point also become a vendor and start accepting eCash payments.

By November of 1998, DigiCash filed bankruptcy in the US, after liquidating its operation in Netherlands earlier in September.  The digital money scheme never gained enough popularity to be a profitable venture for any bank, and caused the only bank clearing eCash, the Mark Twain Bank, to drop the offering in September of 1998.  With no banks supporting the digital currency, DigiCash had to shutdown its eCash operations.  Even though most analysts agreed that DigiCash’s technology was innovative and superior, most considered the technology too early for the times.  DigiCash attempted to create a tool for the market that did not exist yet.  Conceptually and technologically, digital cash was an ingenious idea, but in a real-world market where consumers and vendors were not ready for paper-less money, eCash did not survive.

Intermediate Partial Solutions: Let’s make some cool gadgets!

Between First Virtual Holdings, CyberCash, and DigiCash, three different models of first-generation micropayments systems were implemented, tested, and failed.  Where First Virtual offered a simple implementation to both the vendor and the consumer, the time of transaction was inefficient for the sale of information on the web.  CyberCash’s Wallet and CyberCoin solution remedied that problem, but encountered problems of their own, primarily because of the heavier requirements for the consumer and the vendor in implementing the alternative.  DigiCash solution to First Virtual’s e-mail based PINs and CyberCash’s CyberCoin was an entirely new concept for money, where it was no longer a tangible good, but rather an electronic currency, that unfortunately the consumers were not ready to trust.

As entrepreneurs pondered the failure of the three models that were thought to possess such high potential, attention shifted away from micropayments and toward some intermediate payment systems targeted toward analogous problems.  Although these are not systems competing directly with micropayment applications (though for some specific applications they come extremely close), the achievenment of significant market share by any of these payment media would make crossover into micropayments utterly inevitable

PayPal

Founded in March 1999 by Elon Musk, X.com, the creator of PayPal system, is a privately held company headquartered in Palo Alto, California. PayPal claims to be the world's first instant and secure online payment service.  It has combined innovative technology with the failed models of the past.  Using credit card processing, as well as an e-mail model similar to that of First Virtual Holdings, PayPal offers a solution that many customers are comfortable with.  In PayPal’s model, a customer can send money by providing a credit card number along with the recipient’s e-mail address.  The credit card is billed through PayPal (X.com), and the recipient is notified via e-mail.  The recipient can then go and claim the money, either by asking for a check, a credit card credit, or by transferring the money into his PayPal account.

This model, even though fast and efficient, is a form of online payment processing that doesn’t target micropayments.  Most of PayPal’s three and a half million users are either online-based auction buyers or sellers, and are therefor utilizing the system for transactions dealing with tangible goods, and not with paid content, which is what micropayments are targeting.  While it is obvious that PayPal is rapidly gaining critical mass that it needs to position itself as a leader of online transaction handling, PayPal’s model does not correctly aggregating micropayments for online content. 
Flooz.com

Flooz was founded in 1995, and from the beginning attempted to create partnerships and developed online programming for many leading corporations such as Intuit, Charles Schwab, Intel, and MGM.  Flooz.com pioneered a unique method of gift giving by combining e-mail and electronic greeting cards with an innovative ``stored value platform.''  In a way, Flooz was able to create digital money in a format least intimidating to consumers.  Marketing Flooz as gift money, the system is very similar to the one that was explored by eCash, where a consumer buys into electronic currency with real money, most of the time a credit card, and is able to spend this money at vendors that accept the online currency.  In order to shop with Flooz gift currency, users must enroll in the Flooz.com account services.  Enrollment requires users to give basic contact information, which includes user's name, e-mail address, and postal code.  Content providers provide the contents featured on Flooz.com and confirm to Flooz.com’s payment structure, agreeing to accept Flooz currency as a form of payment.  Outside of the payment structure, each provider of goods or services has their own shipping and delivery model, allowing Flooz.com to sign up many diverse providers of online gifts.  Credit card number and personal information are encrypted and transmitted using sockets layer technology and server software. All information provided by a user is encrypted prior to transmission to Flooz.com.

Flooz.com created technology that digitizes money, by allowing consumers to buy digital cash with real currency.  Through innovative technology, this cash can later be used in any distributed manner by the owner of the digital cash.  Unlike PayPal, this model comes closer to the true need of micropayments for Internet content, because it allows for one-time processing of a credit card transaction, and the distribution of digital cash is entirely under consumer’s control.  This means that ideally, content providers could become affiliated with Flooz.com, and Flooz customers would be able to pay with Flooz for content on the web.  Flooz has also circumvented the “heavy” model offered in CyberCoin by removing any software that has to be installed by the consumer or the provider, fully ‘internetting’ the process of shopping online.  By using secure technology available on the net for credit card processing and secure information transfer, Flooz.com has provided the consumer with an opportunity of converting his regular currency into a currency accepted on the net.  This was achievable only if Flooz.com gained a critical mass of internet content providers who were willing to accept Flooz as currency, in exchange for assurance that Flooz was backed by real currency.

Beenz.com

Beenz.com formally released beenz, a form of online currency in 1998 to help content providers attract customers, as well as to help implement internet-based reward programs.  Unlike Flooz, beenz can’t be bought with real currency, but is rather earned.  This created an intricate chicken-egg model, where Beenz.com had to secure financial agreements with content providers that were going to pay Beenz.com in order to be able to distribute beenz to customers.  At the same time, Beenz.com had to gain online goods providers that would accept beenz as a form of payment, with an understanding that they would later be reimbursed by Beenz.com.  From a technology perspective, beenz and Flooz are very similar.  Customers have accounts that keep track of the amount of online currency they own, and automatically credit or debit the account with purchases or gifts.  Because of the similarity between the two models, as well as to promote the acceptance of digital cash, Flooz.com and Beenz.com recently announced the joint system that would allow for the two currencies to be interchangeable.

Beenz.com claims that their system is extremely easy to implement for both the provider and the consumer.  The consumer simply browses the Internet, and after the initial registration, the consumer’s beenz account is automatically credited.  On the provider end, if the provider wants to attract customers by giving away beenz, the provider has to follow certain steps.  First, the provider buys beenz from the ‘Mint’, usually through a credit card transaction.  The provider then implements simple applet code provided by Beenz.com, which allows for the provider’s website to automatically distribute beenz to visitors.  However, this model supports the free distribution of beenz to web users, and the use of these beenz for tangible goods purchases, rather then content.  Beenz.com has not yet developed, and has not announced plans to build a system that would allow for as easy of beenz collection as for distribution.

While Beenz.com and Flooz.com have aided tremendously in creating an accepted line of internet based currency, neither of the companies have shown a strong initiative to target the paid content market. Instead, both of the companies created essentially the same product, a way of buying online currency that can be easily spent on the internet.  The main difference in the companies lies in the manner that the consumer can attain the online currencies.

Second Generation Solutions: Let’s just try not to get squashed!

First generation systems tried to force consumers and merchants alike to use complicated currencies and digital-wallet software.  Second-generation systems are seeking to resolve those problems by allowing purchases with just a single click.  Most second generation micropayment companies are based on similar models. They have developed systems that allow Web shoppers to pay for digital content through separate service providers: either ISPs, phone companies, or credit-card companies. Thus, the new breed of micropayment companies seeks to leverage existing billing relationships, rather than create new ones. 

A major result of the new 'one-click' approach is that merchants see 'higher sales conversion rates, and lower shopping-cart abandonment rates': essentially, shoppers are more likely to see a transaction through to the end, without requiring cumbersome registration, software downloading, supplying credit-card details and the like.

Trivnet

Trivnet was the first company to offer a payment service that allows purchases of digital content to be billed to a consumer's ISP bill.  Trivnet leverages existing ISP relationships with online buyers and merchants to deliver WiSP, the first Internet payment service that allows buyers to easily purchase digital goods without the need to register with the merchant, supply credit card details or other information.  WiSP is based on a patented automatic identification and billing technology. WiSP users are automatically identified through their ISP, and receive the bills for WiSP-enabled purchases directly on their ISP bill. The process of billing repetitively over one exisiting channel eliminates the need for minimal charges per transaction, and thus allows low-cost purchases to be made feasible. The WiSP system initiates the payment process, enables automatic identification of buyers, keeps track of all charges and payments and distributes revenues among the different merchants.

Since WiSP users are automatically identified through their ISP, they do not need to enter a password or pin to authorize a purchase, which makes impulse-buying as easy as it can possibly be. Each WiSP user has his or her own Personal Account Manager (PAM), which can be used to view account status, transaction history and so on.  WiSP is free to ISPs and consumers.  Trivnet has announced the intention of charging merchants for its software, although it presently distributes and installs it without charge to attract its initial customers.  The ISP receives revenue from every WiSP-enabled purchase the customer makes, and WiSP enables merchants to sell digital content no matter how low the cost. In addition, the convenience of WiSP encourages buying online, as we saw above, which increases revenue for WiSP-enabled merchants.

In environments where multiple users share a single ISP account, users can identify themselves individually through the use of a PIN. This feature is valuable to say, parents, who can choose to control their children's Internet purchases.

WiSP is based upon the interaction of software and data located on four separate servers. The WiSP Merchant Server manages pricing and initiates the payment process. The WiSP ISP Server interacts with the ISP authentication servers to allow for automatic identification of the customer. The WiSP Switch is responsible for synchronization and billing, and finally the Financial Manager tracks all charges and payments, and distributes revenues.

Trivent has already established a service in Israel,  and has more recently signed up with Tucows.com, a Toronto-based Internet shareware vendor.  Trivnet is experiencing some of the same problems iPin is, especially with competition from major credit card companies. In addition, it is questionable whether large businesses would want to set up the WiSP system, which would 'dance around' a company's spending authorities.

iPin

iPin offers a micropayment plan that relies on existing consumer billing services, such as those from Internet Service Providers, wireless services and banks, to invoice and collect fees for small purchases.  Merchants using the iPin system can choose either a 'black box' solution that plugs into their existing system, or use the company's software to develop and extend their system.  The connection between iPin and the clients' system is made through the Internet Service Provider.  Consumers sign up for a free iPin account through their provider, and pick a personal identification number to go with it. Then when shopping, they choose the iPin option from the merchant's list of payment choices, and enter their PIN to authorize the purchase. The customer is then billed a lump sum for all transactions during the month, which show up on his or her ISP bill.

When the bill is paid, either iPin or the ISP handles all settlement and clearance processes.  iPin and the ISP take a cut of the revenue, before distributing payments to the merchants involved.  One example of a company that has used iPin quite successfully is the Digital Music Co. The company owns and administers a site called BuyMP3.com, whose audience is predominantly kids between the ages of 14 and 17.  This age group represents a population unlikely to own credit cards; also, the site is geared to buying on impulse. Both of these factors make iPin an ideal payment option.

Clickshare

As its name suggests, Clickshare’s mission it to facilitate one-click sharing of digital information, whether it be e-books, music or software.  Clickshare allows consumers to have a single ID and password, yet gain access to multiple websites. It uses the company's Digital Calling Card technology to track user movements and settle charges. Its software is a server add-on, not a user application.  Users can now sign up once, give a credit card number either online or offline, log in once per session and buy as much information as they please.  At the end of each session, they receive an email summary of where they've been and what they've purchased.

Merchants benefit from royalties paid for their content, without having to register and bill individual users. Service providers receive a part of the revenue generated by users that are Clickshare-enabled.  Clickshare claims that what sets them apart from the competition, is that they ‘enable ‘behind-the-scenes’ wholesale/retail and other value-added relationships in digital content marketing’. Billing agents and merchants can share demographics about their independent consumers, without having to divulge their names, addresses, or the credit card information.  Banks, credit-card companies, ISPs, portals and the like can share demographic and user information while maintaining user privacy.

Clickshare started off with the intention of charging a $2,000 annual membership fee for its content providers, in addition to a 20% surcharge on transactions.  Not a single provider agreed. Although that plan has been scrapped, unlike its second generation competitors, Clickshare is unwilling to accept credit cards without a penalty.  It plans to charge a $1 a month recurring membership fee to the user paying with a credit card rather than through an ISP or other payment service, just for the privilege of paying for content.  The customer who clicks on a 5-cent link to check the local news is in for a lifetime commitment.

IBM

IBM Micro Payments, developed by the IBM Haifa Research Lab and made available in open source through the AlphaWorks website, is an emerging technology that allows financial institutions, telcos and ISP’s to operate a billing server, providing services to consumers and merchants, with easy interoperability with other billing servers. IBM's initial efforts, called MiniPay, commenced in early 1996.  IBM’s system is incomplete in the sense that IBM doesn’t offer a live server to handle actual billing, and it does not claim to know how to handle collection and remittance.  IBM has, however, spent an enormous amount of research time on the development of advanced cryptographic techniques.

A billing server stores information about both the user and seller accounts. Information sent from the consumer to the seller is deposited in the billing server, which then routes it to the appropriate destination. Banks act like a 'gateway', rather that dealing directly with the consumer.  IBM claims that the 'scalability and interoperability' of its micropayments system makes it unique among micropayments technologies. This allows many billing servers (banks, ISPs, telcos and so forth) to work together. IBM's model 'allows each party involved to determine their own billing system and how much they trust their billing system. Each party is exposed to risk only from someone with whom they have a direct business relationship.' So for instance, a consumer deals only with his own billing server, and likewise for the merchant. The two billing servers then interact, or a third trusted billing server is used to handle transactions. In addtion, each billing server can set different credit limits for different buyers. Buyers can limit how much money they want to put into their e-wallet, or ask for notification when their purchases cross a certain value. 

Other Micropayment Related Technologies

Digital Equipment Corp’s Millicent (Compaq)

Digital equipment corporation Millicent is a scrip-based system designed to support transactions from one tenth of a cent up to $5. The system uses brokers as intermediaries between the merchant and customer and electronic currency or 'scrip' for the actual purchases.  Scrip may be denominations of a currency, frequent flyer points or points in other frequent user programmes.  The consumer uses the scrip to make a purchase, and at the end of each month the merchant redeems the scrip from the broker. By using brokers, Millicent reduces the need for users to maintain accounts with hundreds of content providers and saves providers the need to bill potentially millions of users. Digital is looking for content providers to participate in a public trial this summer. 

Millicent could have early appeal to merchants that want to institute loyalty programs, because the system involves scrip rather than fully negotiable currency. Though the scrip could theoretically be brokered for use with more than one product or service provider, it presumably would encourage customers to return to the issuing merchant The Millicent model, for example, would cut the bank out of the payments loop. Because the transactions involve scrip, there is no clearing required.   

Qpass

In March 1999, Qpass launched its Content Transaction Network, a back-end system that supports the sale of content over the Internet. The company uses something called an "accumulated balance" to record charges for content, which it tallies into a single creditcard transaction at a particular time or when the balance reaches a specific level. Web sites that use the Qpass system offer customers a form to complete, which requires credit-card information.    Consumers who wish to use QPass (http://www.qpass.com) register via the QPass Web site by submitting a short online form. After successfully registering, QPass-enabled consumers need only click on a "Q" icon at Qpass-enabled content providers or, as QPass prefers to call them, featured partners. Outside of the network of QPass featured partners, registered users can make purchases at any online merchant. QPass' PowerWallet technology enables QPass users to click on the QPass button on their browsers' toolbar wherever there's an online form to fill out for making purchases. QPass then completes the form, "grabs" the online receipt, and adds it to the QPass bill, which is then charged to the user's credit card number, entered once upon registration. QPass membership is free to consumers.    As of December 1999, QPass had 15 content providers as premium partners in its QPass network, including information and business content providers such as The New York Times on the Web, The Wall Street Journal Interactive Edition, Forbes.com, Newsbytes, STAT-USA, Today's Headline News, USADATA.com, and eREGS.com. The WallStreet Journal which implemented the Qpass system, considered other micropayment options but decided against them because they weren't easy enough.  The PowerWallet (www.powerwallet.com) from Qpass also  extends the ECML standard to include all online information.    Magex:

NatWest unveiled Magex, a system developed with digital-rights specialist InterTrust Technology Corp., to prevent piracy of copyrighted material after it has been purchased.   Part micropayment system, part conventional online credit-card transaction processor, Magex adds a third dimension by acting as a digital-rights patrol cop. The system applies rules established by the electronic-commerce merchant, limiting or extending consumer-access rights to content based on those rules.   Here's how it might work on a Web site that sells music: Consumers fill out a form at the site once with their credit-card billing information, which is stored at the Magex site in a digital wallet. For 25 cents, the customer can listen to a sound track, while for $ 1, he or she is given rights to copy the music. To control what happens to the content after it's downloaded, a 5-Mbyte file that limits reproduction and replay is downloaded along with the music.  

Mobile Micropayments

Andersen Consulting's research and development department has developed a prototype technology called Mobile Micropayments that, if commercialized, could let you zap payments over wireless links without having to load a special application on your handheld.  

The technology lets the wireless network and communicating devices know the mobile device's location and offer location-specific services to the consumer. Here's how Andersen's micropayments prototype works: Imagine you're walking past a vending machine but are out of change. Automatically, the screen of your mobile phone or PDA lights up with a menu of the drinks available from the machine. You then enter your personal identification number to authenticate the transaction and make your selection. The information is passed to the machine, which dispenses the soda and bills your online account.  

A key aspect of this technology is that you don't need to have a complex, custom application loaded on your handheld device. The vending machine or merchant device handles the processing while the handheld is a dumb terminal that handles only payment authorization. 

Virgin Mobile also is pioneering a similar model where you use your mobile to call a number on the side of the vending machine and the cost is added to your phone bill. 

Stamps (!) 

The USPS is testing the use of first-class postage stamps as a type of ''micropayment'' device, according to a report on the PostCom Web site (www.postcom.org). The stamps are used as legal tender for nonpostal goods and services, with the vendor redeeming them for a percentage of face value. This idea might be appealing to companies that offer low-priced items, which could then allow customers to pay using the first-class postage stamps on a reply card. It was tested at a concert in New York, with Fan Association, the pop groups' official photographer, handing out Courtesy Reply Cards (CRC) to fans who wanted to purchase photos and a catalog. Customers could then mail the CRC back to the Fan Association with six first-class stamps for the items. The Fan Association can redeem the stamps for 85% of their face value; the USPS keeps 15% as a handling fee. 

Smart Cards

A smart card is a credit-card sized plastic card that contains a computer processor. Because of the chip technology, the smart card can be used to store various types of information including, but not limited to, identity information, medical records, or electronic cash. Many persons think the use of smart cards is the wave of the future. They have been widely accepted in Europe for a number of years. The process is fairly simple and straightforward. The customer obtains a smart card from an approved vendor or issuing bank, for example, and has money loaded onto his or her smart card using a special card reader. The customer going shopping can then present the card to the merchant. If the merchant is set up to accept smart card transactions and has the special card reader, the merchant can accept payment by deducting value from the customer's smart card. All parties to a smart card transaction must have access to the special card reader before the transaction can occur.    At this time no standardized technology exists. The best known smart cards are the Mondex cards widely and successfully used in Europe. This product allows cash to be transferred between cardholders, as well as between customers and merchants, without the involvement of the banking community. Visa Cash, which made its debut at the Atlanta Olympics in 1996, is another major player. This product works within the banking community and is attractive to major banks because the issuing bank earns float on the money that resides on the Visa Cash cards they issue. Both products use cryptography to provide security.    In the fall of 1998, a number of banks announced that a test program for issuing smart cards was terminated because of the low level of usage by those in the test program. What this means to the future of smart cards as a medium of exchange is not yet evident.    At present smart cards are migrating toward the Internet. If personal computer-based card readers become common, a consumer may be able to transfer funds electronically from his or her bank account to a smart card and then go shopping, either in person or on the Internet.  

The American Express Blue is now on the leading edge of technology with an embedded smart chip on the card itself. Blue has a Smart Chip embedded into the card which holds a certificate of authenticity. The additional level of security comes from using the Smart Chip in combination with the Smart Card Reader and PIN code. This two-factor security is greater than traditional online security because it combines some things that the customer has (the Reader and Smart Chip) with something they know (the PIN code). In some ways it is similar to an ATM transaction in which the customer uses their ATM card and PIN for accessing their bank account. 

Although the Blue isn’t yet a micropayment carrier, it won’t be surprising to see it become one very soon. And AMEX will have a big role to play in the micropayment market.  They could leverage their AMEX network, brand loyalty and amazing customer service to push into the market. 

Checks

E-billing is another concept that's becoming a reality on the Web as banks and merchants give consumers and businesses new options for settling accounts.   Intell-A-Check's IntellA-Check 6.0 software, introduced in April of 1999, lets merchants for the first time send information, after it has been checked against Intell-A-Check's own database, to a third party that does a credit check. The service issues an approval code and the merchant creates an automated clearinghouse file-a data file used by banks for moving money from one account to anotherusing the Intell-A-Check software, and E-mails it to the bank to request payment from the consumer's account. IntellA-Check officials say the payment guarantee is of interest to merchants such as NetGrocer, which may not know their customers and want to verify the funds before shipping goods the day of purchase. 

Intell-A-Check's direct-debit service automatically withdraws, or debits, money from a consumer's checking account and credits the account of a merchant or service provider. Merchants including Comcast, Consolidated Edison, GE Capital, NationsBank, and SureTrade use the service. NetGrocer went live with the system in early May and Staples.com expects to be in production with it this week, says Intell-A-Check president Lou Obssuth. 

Passport/Online Wallets 

In March 1999, Microsoft previewed Passport, software that includes universal sign-in, registration, and a digital wallet based on technology from its acquisition last year of Firefly. AOL, Yahoo and other online leaders have followed up with their own digital wallet systems. Recall that CyberCash joined a number of leading companies to announce its support of the ECML as an industry model for the way merchants set up the payment and shipping pages on their web pages. 

The ECML standard encourages merchants to use a specified format to set up their payment pages so that consumers can use any electronic wallet that has implemented the standard to fill them out. It utilizes a set of uniform field names that streamlines the process by which merchants collect and process electronic data for shipping, billing and payment.    Initial online merchants supporting ECML include Beyond.com, Compaq, Dell Computer Corp., fashionmall.com, healthshop.com, iGo Corp., Nordstrom, Omaha Steaks and Reel.com.

The Latest Attempts

Two of the most promising new pre-launch technologies, ExchangePath and MicroCreditCard, have been secretive about the potential applications of their technology.  A careful look at the companies staff and partners, however, reveals significant features of their business plans.

MicroCreditCard

MicroCreditCard is a mysterious company that has “fewer than 10 employees” according to its CEO, which is attempting to grow quickly by sending out partnership feelers.  Although its patent status remains unclear, its press releases give a fairly clear idea of the business plan.  The business will aggregate microtransactions to bill credit cards in bulk, charging 10 cents rather than 30 per a transaction against the content provider.

ExchangePath

ExchangePath is a company formed by a CGMI acquisition of 1ClickBrands, L.L.C., a prelaunch micropayment provider.   Although the company’s current model is essentially a duplicate of the PayPal model, the company plans to use its established structure of accounts to offer an existing user base to recruit content providers for its upcoming micropayment service.  It is unclear as to whether PayPal itself could follow ExchangePath’s lead.

Chapter 3: The Future: Potential and Opportunities

We list a set of potential opportunities to suggest the size of the potential market:

Content Models

· Static Content (Archives)

· Periodical Content (Time Sensitive)

· Dynamic Content (Real-Time)

· Interactive Content (User Affected)

· Active Content (Active)

Business Models

· Item

· Timekey

· Multikey

· Shareware

· Autocharge

1) The Giants

a) Pure content sites / magazines: salon.com

b) Reference Sources: eb.com

c) Adult Entertainment: not to be underestimated…

d) Educational Materials: princetonreview.com

e) Scholarly Articles: caltech.edu - giant in importance, if not in value
2) Literature and Text (Static)

a) Booksellers (online e-texts); sales by chapter or by book (item/multikey)

b) Literature and poetry showcases (shareware)

c) Searchable existing titles-in-print on publisher sites (item/timekey)

d) Classics archives and scanned book archives (item)

e) Audio-books, possibly linked to live text (timekey)

f) Established Players: Project Gutenberg, broadcast.com

3) Business Information (Dynamic)

a) Company profiles (item)

b) Credit reports (item)

c) Trademark and Patent Information (item)

d) Legal, Medical, Professional Archives (item/timekey/multikey)

e) Established Players: telebase.com, Lexis-Nexis, IBM (patent)

4) Entertainment (RT/Interactive)

a) Gambling (item)

b) Interactive Games (timekey/item)

c) Multiplayer Games (timekey)

d) Verified Polls (item)

e) TV Voter (item)

f) Established Players: Yahoo/Excite, Everquest (Sony), Ultima Online (Electronic Arts)

5) TV and Video (Static/RT)

a) Archived news broadcasts, with speech-recognized text search/transcripts (item/multikey)

b) Sports broadcast archives (item)

c) Broadcast series – i.e. Star Trek episode for a quarter (item)

d) Live media, esp. finance, sports (item/timekey)

e) Non-current movie archives (item)

f) Established Players: broadcast.com, real.com, windowsmedia.com

6) Music!!! (Static/RT)

a) Streaming services (auto-charge)

b) Music videos (auto-charge/time-key/item)

c) Live concert broadcasts (item/multi-key)

d) MP3 download services (item)

e) Daily pass to streaming library (multi-key)

7) News (Periodical/RT)

a) Current periodicals by story or by issue (timekey/item)

b) Archived periodicals (item)

c) Public legal files, especially as related to the news (item)

d) Custom News Feed

8) Financial (All Models)

a) Newsletters and newsletter archives (item/multikey)

b) Live update services, i.e. news, quotes, intraday technical data (timekey)

c) Analyst reports (item)

d) News and report archives (item)

9) Discussion groups (multikey)

10) Politics, Government, and Community (All Models)

a) Political junkie sites (item/multikey)

b) Legal information archives (item/multikey)

c) User fee supported community publications (item)

d) Political campaign micro-donations (shareware)

e) Government how-to guides, e.g. small business, grant programs, etc. (item/multikey)

f) Auto-kvetch services (item)

11) Classified Advertising and Buy-Sell Matching (Interactive)

a) Personals and generic classifieds: paid placements (item)

b) Newspaper ad-taking service (item)

c) Multiple ad distribution service (item)

d) Request-for-bids distribution service (item)

e) Delivery and Pick-up Goods

f) Guaranteed reservations for delivery, e.g. pizza-subs-Chinese (item)

12) Ticketing (Active Content)

a) Movie tickets or reservations

b) Restaurant reservations

c) Trade shows (ticket and survey)

d) Taxi reservations (request + map)

e) Miscellaneous tickets (e.g. community events)

f) Cellular and long-distance minutes 

g) Transit card 

13) Shopping Services (Interactive)

a) Consumer information services (item/multikey)

b) Business reputation (BBB, privacy info, credit) archives (item)

c) Discussion groups (multikey)

d) Online shopping club memberships (multikey)

e) Software Sales

f) Information Sales

14) Interpersonal Communications

a) Pay-to-post community bulletin boards (item/shareware)

b) Chat services (timekey, item)

c) Web phone calls (autocharge)

15) Travel and Outdoor Recreation

a) Weather, traffic, airport congestion

b) Local Sports Services

c) Airfare/Vacation bargain

d) Travel Related Magazine Content

16) Photography and Art (Static)

a) Clip art and stock photography (item)

b) Art galleries online (shareware)

c) Educational materials on art (item/timekey)

17) Technology and Software

a) Specialized magazine content 

b) First party technical support, e.g. for free products, partially subsidized (time)

c) Third party paid technical support

d) Pay-per-use software (autocharge)

e) Paid download utilities/plugins (item)

18) Employment Information

a) Employment ads: free-search, pay-per-ad model (item)

b) Salary and job market information services (item/multikey)

c) Resume distribution services (item)

19) Small Non-Content-Intensive Websites

a) Fan club dues for website access (timekey)

b) Small Website Services

c) Featured hosting (timekey)

d) Instant banners (item)

e) Website classification/promotion service (item)

Chapter 4: The Present: Toward an Adaptation

Heuristic Requirements

Why is solving the micropayments problem so hard? It's not as if the existing solutions are perfect. Conventional credit cards have big drawbacks.  

The charges merchants have to pay make them not worth considering for items below $10 or $20. Many people, particularly the young, don't have them. And worries about fraud put many customers off using credit cards online.  

And while funding 'free' content by advertising works for some news and entertainment sites, advertisers are really interested only in the few top sites that have obvious mass appeal.  

Paradoxically, one reason why a generally accepted micropayments system is hard to establish is that the opportunity is just too large. The areas of application are so numerous, and the rewards for a successful system likely to be so great, that it attracts companies and consortia from a wide range of different industries and backgrounds.  

All this activity leads to incompatible and partial solutions. Since customers don't want to deal with several different sorts of electronic money, this fragmentation forms a barrier to public acceptance.  

There's undoubtedly still plenty of interest in getting a widely accepted micropayments system up and running. The problem seems to be one of too much interest, leading to fragmentation and confusion. It is a classic standards problem.  

Ease of use is another important factor. The only thing a consumer should  have to do is click on OK' when the wallet asks if they want to spend a penny.

In the culture of the Internet, the perception is that information is free and in order to enable the micropayment, the content providers need to offer something that consumers really want to pay for. This is another bottleneck that needs to be overcome. 

After all, money works only because it is accepted; without people willing to accept it, even cash would be worthless.  

Models vary - but all should agree upon offering Internet Payment Services, or Web-based Payment Systems, or the behind-the-scenes software to make e-commerce payment systems go. 

There are a three important criteria: 

· No fees or software for consumers. These services should work directly with ISPs (Internet Service Providers), telcos, and content providers.    

· Double-blind type privacy. Because these Internet Payment Services work with established client bases--such as ISPs--consumers should not have to turn over private or financial information to yet another company; the required information is held with a company the consumer already (presumably) trusts with this data. And while the details of purchases (item, cost, online merchant) are held by the Internet Payment Services, this information does not need to be shared with the ISP.    

· Security. All models should use secured technology.

From First Principles

Although the writers are all technically inclined and must confess a bias in favor of the technologically elegant solution, we most emphatically disagree with the notion that the difficulty in establishing a feasible solution is a technical one.  Neither innovations in cryptography nor new communications protocols or markup language standards will resolve the problem.  A micropayment solution ought to be the epitome of simplicity, understandable to all and easily adoptable, even at the cost of considerable sacrifices in technological elegance, expandability, and even security.  The design should follow the great and ancient equation:

Fool Proof + User Friendly = Fool Friendly

A considerable amount of effort has been spent on creating technical solutions to this problem.  We do not believe that technology can drive the path to a solution.

The W3C, an international standardization body which lost much of its influence once the Microsoft-Netscape war entered full strength, has attempted to standardize the features of micropayments visible to web developers before a financial method has been settled on.  We do not agree with this approach, since the financial method will greatly affect the technical scope of implementation.

We also do not think the question is one of market readiness.  Certainly the collapse of online advertising and increased user comfort with online payments are positive factors; but the market could have used micropayments without these factors

Micropayment solutions could have succeeded ten times over if, in accordance with the reverse Orwell principle introduced in the beginning, the competitors could make a credible claim to the future.  There was never a technical reason for failure, and at least a partial market could always be retained.  But chicken-and-egg was never solved.  As skepticism about micropayments grows further with the number of failed models, standardization becomes increasingly difficult.

We believe it is essential important to remove all adoptation risks, and make the solution a non-standardization choice that can be taken by providers prior to critical mass.  The intermediary should absorb all network externalities and repackage the solution in such a way that critical mass become only important to the intermediary itself, and not to its customers.

Easier said than done.

To be financially feasible and to build critical mass, a micropayment solution provider (MPSP) must be acceptable at the same time to three groups: consumers, providers, and the financial system.  A provider is an organization which owns content (archives, databases, news, multimedia) and a web property (a promoted public website).  It wishes to offer future visitors to its web property the opportunity to purchase content, in portions ranging from a single HTML page to a collection of pages including multimedia components, on a per-access or per-time-unit fee basis.  The provider registers with the MPSP, and modifies its website in accordance with the MPSP specifications.  A consumer visits the provider’s website and sees offer for the paid content, and selects a link indicating acceptance.  On the first encounter with paid content facilitated by the MPSP, the customer registers with the MPSP.  On subsequent encounters, the user’s identity is verified, with or without the user’s participation.  After the registration or identification, the user is asked to confirm his willingness to purchase content, and content is served to the customer.  The purchase is recorded by the MPSP.  The customer is regularly billed for his aggregated purchases from the network of providers, and the providers regularly receive remittance.

A customer must be able to register for the MPSP service with ease and without risk.  The registration occurs when a customer wishes to make a single purchase from a provider in the MPSP’s network; prior to critical mass, the customer distrusts the MPSP and is unsure of ever using the system again.  An initial deposit or a commitment for a monthly fee is utterly unacceptable.  Registration must be instant, so that any verification of the consumer’s financial information must be done in real time.  We must accept the most common payment media to reach the widest consumer audience.

The provider’s greatest barrier to acceptance of the system is integration time.  A provider would accept any payment system that did not dilute its current revenue stream, if the system’s integration with existing content and software was free.  On the contrary, the engineering time needed to tie new software into the provider’s website is a valuable resource, and will only be devoted if the perceived value of the payment system merits the investment.  Prior to critical mass, it is essential to minimize the time cost of the payment system’s integration.  The system must be compatible with any web server and content development environment.  At the same time, the system should not sacrifice scalability to high-end, complex applications.

Prospect of Established Competitors

The greatest threat to any successful micropayment system resides in the entry of a highly specialized firm into the market.  It is the belief of this group, that the most successful micropayments solutions will at heart heavily depend on offering the consumer a lower-cost alternative to the credit card transaction surcharge, or allowing for transactions typically in the amount of less then a dollar to be processed at a cost lower then the surcharge charged by most credit cards.  Even though this model could potentially be viewed as a detrimental system to credit card companies, the true impact of such a system would actually benefit the credit card companies, essentially pushing more customers to use credit cards in their online purchases.  However, if the credit card companies see the new system as a threat to their old way of business, they will have an easy way to enter the market.  Most major credit card companies have superior IT departments that could easily emulate the successful scheme utilized by the threatening company.  Because the credit card companies would be dealing with their own transactions, it would not be hard for the credit card companies to institute a fee structure that would be unprofitable to the competing company, and eventually drive the threatening entity out of business.

From this evaluation stems an assumption that a truly competitive model in the micropayment industry has to consists of two components: a unique and proprietary economic or technology model that is hard to emulate, and a system that would not be seen as a direct threat to the credit card companies.  The first component is easiest achieved though an innovative economic model, perhaps a unique method of aggregating payments to reduce transaction costs.  The innovation in economics is preferred over innovations in technology because, as seen in the failed attempt by CyberCash, intricate technology models result in thick client-side requirements, making the technology too sophisticated or cumbersome for average consumers to use.  Instead, a breakthrough behind-the-scenes economic model would be the winning alternative.  The second component of the successful model, the cooperation rather then destructive interference with the current models followed by credit card companies, would be achieved by a system that would directly indicate to the credit card companies that the increase in transaction volume as a result of the implementation of the new system is more profitable then the profit gained from high surcharge costs for internet purchases.

Most of the companies that have been dealing with the different models of next-generation micropayment processing, whether through digital cash, digital wallets, etc…, have relied on first-mover advantage and namebrand (Flooz, beenz) recognition, rather then innovative technology that others can’t emulate.  All of these companies have been struggling to attain critical mass that would set their system as the standard of the Internet.  The key in competing against these established companies would not be innovation in technology, but rather an innovation that would allow for easy formation of a user base.  The product that would be trivial to use for both the consumer and the provider would be successful in attaining a critical mass of supporters that would push the new system as the standard.

Chapter 5: References and Further Information

All URL’s referenced are deemed permanent as of November 2000.
Futurists and Visionaries

Ted Nelson, professor at KIEO University and futurist, was the originator of the term hypertext in 1965.  His views on micropayments as an extension of the web of information were presented at an IBM conference in 1996:

http://www.almaden.ibm.com/almaden/npuc97/1996/nelson.htm 

Andrew Odlyzko, Head of Mathematics and Cryptography at AT&T Labs, has patented a micropayment system, but is rather skeptical of the possibilities of per-click pricing.  His views are summarized in a paper:

http://www.research.att.com/~amo/doc/bumpy.road.txt 

Richard M. Stallman, free software evangelist and famed programmer known in the computer industry by his initials, is an outright enemy of nonfree information.  The Free Software Foundation of which he is a central figure, a far more ideological organization than one would be inclined to believe at first glance, is dedicated to the destruction the abolition of copyrights and patent protection.  His case is most effectively made in a sci-fi short story:
http://www.gnu.org/philosophy/right-to-read.html 

Overviews

Transaction.NET is an excellent site with overviews of emerging monetary and transaction support systems.  The site also happens to be a repository for extreme leftist political views (a mixture of communist and anarcho-syndicalist weirdness, trying to bring about utopia by changing the world’s currency systems).  The site’s micropayment reference is:

http://www.transaction.net/payment/micro.html 

Micropayment Systems

The W3C Micropayment Transfer Protocol standard, about which we scornfully laugh in the text:

http://www.w3.org/TR/WD-mptp-951122 

The Carnegie Mellon NetBill System:

http://www.ini.cmu.edu/netbill/ 

Second Generation: Systems

Trivnet’s WiSP:

http://www.trivnet.com/ 

Clickshare:

http://www.clickshare.com/ 

iPIN:

http://www.ipin.com/ 

IBM’s micropayment solution:

http://www.haifa.il.ibm.com/info/feature/micro.html 
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Other Generations: Systems

The Magex sytem:
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Compaq’s Millicent:

http://ww.millicent.com 

History of Micropayments – Clickshare:
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Qpass :
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		Spreadsheet 1.  Simple Recovery Ratio for a Single Consumer
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